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Profil

Ole har 6ver tjugo ars erfarenhet inom IT och sdkerhet, framst inom bank- och finanssektorn
i Norden. Hans breda kompetens tacker allt fran infrastruktur och projektledning till
sdkerhetsarkitektur. Genom att arbeta 6ver flera domaner har Ole utvecklat en férmdga att
skapa helhetslosningar som omfattar bade tekniska och icke-tekniska aspekter.

Hans erfarenhet inom governance, compliance och riskhantering, sarskilt inom
sdkerhetsomradet, gér honom till en vardefull resurs i att bygga broar mellan
ledningsgrupper och tekniska team. Oles pragmatiska och pedagogiska tillvagagangssatt har
uppskattats hogt i alla hans roller.

Fardigheter

Stakeholder Management: Bekvam med att engagera och influera intressenter pa alla nivaer,
fran tekniker till C-suite, for att sdkerstdlla sdkerhetsinitiativens framgang och alignment med
affdarsstrategier.

Riskhantering: Fardighet i att identifiera, analysera och mitigera potentiella sakerhetsrisker
utan att stéra den l6pande verksamheten.

Sakerhetsarkitektur: Utformning och implementering av robusta sdakerhetsarkitekturer,
skraddarsydda for organisationers unika behov och utmaningar.

Projektledning: Erfarenhet av att leda och leverera komplexa, mangfacetterade IT-projekt, fran
initial konceptualisering till implementering och optimering.



Erfarenhet

Nordea Finland, Senior IT Security Architect, 2022-2023

Rekryterad for att forma och driva effektivisering av sakerhetslosningar. Sakerhetsansvarig
ett storre segmenterings-/Zero Trust-projekt, som minimerade riskexponering for Nordea.

Handelsbanken Sverige, It Security Architect, 2015-2022

Ole har spelat en aktiv roll i en rad projekt, inklusive natverk, Identity and Access
Management (IAM), Anti-Money Laundering (AML) och cloud-16sningar. Han har bidragit i
ledningen av ett cloud security forum, en plattform for CSO:er, CISO:er och IT-
sakerhetsexperter. Hans erfarenheter stracker sig daven till att vara delaktig i riskanalyser och
granskning av sdakerhetsarkitekturer.

Som sdkerhetsansvarig har Ole framgangsrikt lett flera inkopsprojekt, och han har dven
ansvarat for att driva och 6vervaka genomforandet av remediation-uppdrag.

Handelsbanken Sverige, Leveransledare teknik, 2011-2015

I rollen som ansvarig for teknisk leverans pa Handelsbanken hade Ole ansvaret for att
sdkerstdlla att alla IT-leveranser till projekten genomférdes enligt plan. Denna roll kravde
omfattande kunskaper i bankens tekniska infrastruktur och processer, bade pa en bred och
djup niva. Ole hanterade ofta storskaliga och komplexa l6sningar som strackte sig 6ver flera
tekniska plattformar, samt projekt av strategisk betydelse.

Bland leveranserna Ole ansvarade for madrks utvecklingen inom kortverksamheten,
mobilbanklsningar och handelssystem. Han har aven genomgatt delar av Handelsbankens
chefsutbildning, samt deras utbildning i projektledning.

Handelsbanken Sverige, Samordnare inom datakommunikation, 2009-2011
Ansvarig for att inkommande bestallningar fick ratt prioritet och uppféljning.
Deltog i projekt, utredningar och uppdrag for att férsta och moéta behov.

Handelsbanken Sverige, Natverkstekniker WAN och VPN, 2008-2009

Ole var involverad i arbete med bankens WAN, hanterade bade regionala och globala
l6sningar, framst baserade pa Cisco och Netscreen/Juniper-produkter. Han tog initiativet till
att designa och implementera nya standarder fér dokumentation av bade WAN och LAN inom
dessa omraden.

Handelsbanken Norge, IT-Tekniker, 2000-2008

Som IT-tekniker med inriktning pa serverdrift hade Ole ansvar for hanteringen av
brandvaggar, proxyservrar, DNS och VPN-16sningar i Norge. Han spelade ocksa en nyckelroll i
design och implementering av ett av Norges forsta MPLS-baserade ndtverk.



Professionella vitsord

“Ole and I worked together at Handelsbanken for 3 years, and during that time, [ was impressed by his
extensive knowledge and expertise in cybersecurity.

Ole demonstrated a deep understanding of the complex and constantly evolving world of IT Security and was
always proactive in identifying potential threats. His ability to analyze and assess risks was truly remarkable.

I was particularly impressed by Ole's ability to work collaboratively with other teams and stakeholders,
including executives, IT professionals, and third-party vendors. He was able to communicate technical
concepts in a clear and concise manner, making it easy for everyone to understand the importance of IT
Security and the measures required to protect the company's assets.

His passion for IT Security and dedication to ensuring the security of the company's information assets were
truly inspiring. I have no doubt that he will continue to excel in his future endeavors.

I highly recommend Ole for any position in the cybersecurity field. His extensive knowledge, technical
expertise, and collaborative approach make them an asset to any organization.”

Robin Granberg, Senior Incident Response Consultant at Semperis

“I had the privilege to work with Ole who is a very talented Security Architect with a wide knowledge around
many aspects of cyber security and a talent for communicating with people in any role.

I am still amazed by how he could keep track of all initiatives that were ongoing. Ole has my highest
recommendations.”

Simon Wadhlin, Chief Technical Architect at Knowledge Factory (Advania)

“Ole is a multi-talented IT security architect that is strong at communication and teamwork. I have rarely met
a colleague with such a strong capability in working deep into parallel in work streams and at the same time
see the whole picture, without dropping any ball on the floor. I highly recommend Ole!”

Jesper Andersson, IT and Information Security Consultant at Saycurity



